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Feature Description 

Whitelisting, Blacklisting & 
Greylisting

Allows whitelisting and blacklisting, advanced reporting, recipient 
verification and outbound scanning of email.

Spam Quarantine Reports Extensive and detailed quarantine reports allowing end users control 
their account

Security Against Infected 
Attachments

Allows the blocking of specified attachments by type (per domain) i.e. 
ZIP files

Sandboxing Powerful next-gen sandbox security solution that protects against 
advanced email attacks

Proven Spam Blocker
Most importantly it’s an advanced and highly effective Spam blocker. 
It has a market leading 99.99% Spam Catch Rate with a 0.003% false 
positive rate.

Protection from                    
Zero Day Attacks

A secure solution for email needs the ability to anticipate new 
attacks using predictive technology

Outbound Email Scanning Prevent your IP from being blacklisted

Office 365 Additional   
Protection Layer

Strengthen your Office365 email security against Malware through 
a defense in depth approach

Email Protection
Protects businesses by blocking spam, viruses, malware, 
ransomware and links to malicious websites from your emails.

Email Content Filtering Includes content filtering rules

Double Anti-Virus Protection
Double anti-virus protection so your Spam blocking is twice as 
effective.

Data Leak Prevention Powerful data leak prevention rules to prevent internal data loss

Customisable Policies
Each user, domain, domain group and overall system has its own 
block list

Advanced Phishing Protection
We prevent whaling and spear phishing by scanning all inbound 
emails in real time

Advanced Threat Protection Inbuilt Bayesian auto learning and heuristics


